
Use of Clair vulnerability scannning within the EdgeX pipelines.

Two approaches:
Embedded within pipelines. When images are pushed to
nexus, a scan occurs and am HTML report is archived with the
build.

Continuosly scans via audit reports, part of the new ci‑audit‑
pipelines repository.

Results will be archived in Jenkins.

[ASK] Should results be actionable or reporting only.

Geneva scope

 [ASK] Potential Slack integration when vulnerabilities are
discovered.


