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Delhi Discussion Topics

* What's Next for Delhi Discussion Points
* Enhance Boot Strap Method for master RoT key for security service

+ Key Management Service additional features
* Add create key
+ Add key management for keys that will not leave service. These will be called internal secure keys.
* Add supported crypto services that will be supported using internal secure keys

*Chain of Trust — Define Abstraction layer for pluggable 3rd party components

*Attestation — Define Abstraction layer for pluggable 3rd party components (TPM, Trustzone, etc.)
*Audit - Security event logging

*Define Device Security Plan - Onboarding, connectivity

*Define Integration Plan with Systems Management

*Security Monitoring - Provide foundation for
3rd party visibility & monitoring (e.g. SIEM) %

*|Integrated public CA support - Provide
abstraction for access to 3rd party CAs

*Security Architecture
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