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Meeting Notes
· To view Webcast presentation used go to EdgeX Security Working Group Meetings section.
· Riaz walked through the Fuse Security Requirement document, page 4, Constraints section and the team discussed the bullet list.
· Thales – John G. indicated that Thales can provide support for Hardening guidelines.
· Mocana – Tim M. indicated that Mocana can also provide support for Hardening guidelines.
· Goal is for team to provide some guidelines for physical security.
· Clarification of the meaning of boot process was requested.
· Confirmed that team will exclude Docker security elements from security model. We should not depend on security features from Docker but should include abstracted security requirements.
· Team discussed prpl (purple) open source foundation Virtualization and Security solution. https://prplfoundation.org/

Meeting Action Items
1. Need to decide if User interface is needed for Barcelona MVP release. The team will follow up with the other Work Groups (WGs).
2. Need to create and provide a longer term release security functionality roadmap to share at Barcelona IoT World Congress (Oct 3-5).
3. Need improve Fuse Architecture Diagram to add security definition. Mocana – Tim M. will work directly with Analog on an updated Arch Diagram.
4. Need to figure out how to integrate our security MVP features into the planned Barcelona IoT World Congress demo.
5. Comments on Fuse Security Requirements document are due from all team members by July 11.
6. The team webcast review of all team member Fuse Security Requirements document (currently scheduled for July 18) will be rescheduled. This is to avoid the conflict with the London EdgeX Face to Face meeting on July 19 and 20.


